
America’s Water Infrastructure Act (AWIA)
Our risk and resilience assessments and emergency response planning services satisfy AWIA 
requirements and protect community water systems from catastrophic cyber attacks on their IT 
and industrial control systems.

Cybersecurity Maturity Model Certification (CMMC)
From CMMC readiness assessments and basic assessments against NIST SP 800-171 to full 
compliance audits, Securance will prepare your organization to meet the new  cybersecurity 
requirements for federal defense contractors. We provide assessments and annual compliance 
monitoring services for Maturity Levels 1 through 3.

Framework Compliance
Aligning policies, processes, and controls with industry standards, such as the CIS Controls, 
COBIT, ISO, and NIST, can enhance regulatory compliance, credibility, and customer trust. A 
framework risk assessment from Securance will uncover weaknesses in your security program, 
areas of noncompliance, and opportunities to improve your overall security posture. Our 
consultants will help you select the most appropriate framework for your business, or we can 
develop a customized framework for your technology environment.

Financial Services Regulations
For financial institutions, compliance is multi-faceted— and challenging. Our consultants have 
experience balancing various requirements, such as GLBA, the Red Flags Rule, FFIEC guidelines, 
and NACHA standards, to streamline overall compliance efforts. 

Achieving and maintaining compliance means fewer opportunities for costly fines, 
reputation loss, and data breaches. Here’s how Securance helps.

DON’T GET LOST IN THE REGULATORY MAZE.
Compliance Assessment Services



Contact Securance today or visit our website to learn more.
www.securanceconsulting.com

13916 Monroes Business Park, Suite 102 • Tampa, FL 33635 • 877.578.0215

For Compliance, Think Securance
Many enterprises view compliance as a burden and take a checkbox approach to meeting requirements. While 
this may seem efficient, it often results in immature processes, unmanaged risks, and compliance programs 
that are poorly integrated with one another and the overall IT security strategy. Our experts have decades of 
experience implementing cost-effective, streamlined, and sustainable compliance frameworks that address 
multiple regulations, standards, and security requirements simultaneously-- saving effort, money, and time in the 
long run.

Health Insurance Portability and Accountability Act (HIPAA)
Securance offers HIPAA risk assessments, policy and procedure development, and security 
and privacy training services. Our risk assessments follow the Office for Civil Rights audit 
protocol and evaluate compliance with the Security, Privacy, and Breach Notification Rules. 

National Electric Reliability Corporation (NERC) Critical Infrastructure 
Protection (CIP)
Securance helps responsible entities establish successful compliance programs, identify and 
remediate compliance gaps, and prepare for periodic and investigative audits. We also offer 
paper and active cyber vulnerability assessments— so you can reduce or eliminate threats 
before they harm security and operations.

Payment Card Industry (PCI)
PCI readiness assessments, penetration testing, and ongoing compliance monitoring help 
businesses protect cardholder data, avoid negative audit outcomes, and maintain compliance 
with the PCI Data Security Standards year after year.


